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@ IPVv6 test not reachable. (error)

Fallback: @ Fail (timeout)

Current State: Connected

Fri Feb 22 11:35:26 2019 do_ifconfig. tt->did_ifconfig_ipv6_setup=0 )
Fri Feb 22 11:35:26 2019 MANAGEMENT: >STATE:1550856926.ASSIGN_IP..10.8.06....
Fri Feb 22 11:35:31 2019 TEST ROUTES: 2/2 succeeded len=1 ret=1 a=0 u/d=up
Fri Feb 22 11:35:31 2019 C:\WINDOWS\system32\route.exe ADD 157.230.169.21 MASK 255.255.255.255 192.168.1.25
Fri Feb 22 11:35:31 2019 Route addition via service succeeded
Fri Feb 22 11:35:31 2019 C:\WINDOWS\system32\route.exe ADD 0.0.0.0 MASK 128.0.0.0 10.8.05
Fri Feb 22 11:35:31 2019 Route addition via service succeeded
Fri Feb 22 11:35:31 2019 C:\WINDOWS\system32\route exe ADD 128.0.0.0 MASK 128.0.0.0 10.8.0.5
Fri Feb 22 11:35:31 2019 Route addition via service succeeded
Fri Feb 22 11:35:31 2019 MANAGEMENT: >STATE:1550856931 ADD_ROUTES.....
Fri Feb 22 11:35:31 2019 C:\WINDOWS\system32\route.exe ADD 10.8.0.1 MASK 255.255.255.255 10.8.0.5
Fri Feb 22 11:35:31 2019 Route addition via service succeeded
Fri Feb 22 11:35:31 2019 WARNING: this configuration may cache passwords in memory - use the auth-nocache opti
Fri Feb 22 11:35:31 2019 Initialization Sequence Completed
Fri Feb 22 11:35:31 2019 MANAGEMENT: >STATE:1550856931,CONNECTED,SUCCESS,10.8.0.6,157.230.169.21.44.
v
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Bytes in: 542947 (530.2 KiB) out 137717 (134.5KiB) OpenVPN GUI 11.10.0.0/2.4.6
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